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Program (CHIP) FFS programs, Medicaid managed care plans, CHIP managed care entities, and
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the electronic exchange of healthcare data and streamline processes related to prior authorization,
while continuing CMS’ drive toward interoperability in the healthcare market. This proposed
rule would also add a new measure for eligible hospitals and critical access hospitals (CAHs)
under the Medicare Promoting Interoperability Program and for Merit-based Incentive Payment

System (MIPS) eligible clinicians under the Promoting Interoperability performance category of



MIPS. These policies taken together would play a key role in reducing overall payer and
provider burden and improving patient access to health information.
DATES: To be assured consideration, comments must be received at one of the addresses
provided below, no later than 5 p.m. on [Insert date 90 days after date of publication in the
Federal Register].
ADDRESSES: In commenting, please refer to file code CMS-0057-P.
Comments, including mass comment submissions, must be submitted in one of the
following three ways (please choose only one of the ways listed):
1. Electronically. You may submit electronic comments on this regulation to
https://www.regulations.gov. Follow the "Submit a comment" instructions.

2. By regular mail. You may mail written comments to the following address ONLY:

Centers for Medicare & Medicaid Services,

Department of Health and Human Services,
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P.O. Box 8013,

Baltimore, MD 21244-8013.
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Department of Health and Human Services,
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7500 Security Boulevard,

Baltimore, MD 21244-1850.



For information on viewing public comments, see the beginning of the SUPPLEMENTARY
INFORMATION section.

FOR FURTHER INFORMATION CONTACT: Alexandra Mugge, (410) 786-4457, for
general questions related to any of the policies in this proposed rule, or questions related to CMS
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policies, or the Prior Authorization Requirements, Documentation, and Decision (PARDD)
Application Programming Interface (API).

Shanna Hartman, (410) 786-0092, for issues related to the Payer-to-Payer API, the
Electronic Prior Authorization measure for the MIPS Promoting Interoperability performance
category and Medicare Promoting Interoperability Program, or any of the API standards and
implementation guides (IGs) included in this proposed rule.
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Promoting Interoperability Program.

Russell Hendel, (410) 786-0329, for issues related to the Collection of Information and
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Inspection of Public Comments: All comments received before the close of the comment period

are available for viewing by the public, including any personally identifiable or confidential
business information that is included in a comment. We post all comments received before the
close of the comment period on the following website as soon as possible after they have been
received: https://www.regulations.gov. Follow the search instructions on that website to view
public comments. CMS will not post on Regulations.gov public comments that make threats to
individuals or institutions or suggest that the individual will take actions to harm the individual.
CMS continues to encourage individuals not to submit duplicative comments. We will post
acceptable comments from multiple unique commenters even if the content is identical or nearly
identical to other comments.
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I. Background and Summary of Provisions

A. Purpose and Background

In the May 1, 2020, Federal Register, we published a final rule implementing the first
phase of CMS interoperability rulemaking in the “Medicare and Medicaid Programs; Patient
Protection and Affordable Care Act; Interoperability and Patient Access for MA Organization
and Medicaid Managed Care Plans, State Medicaid Agencies, CHIP Agencies and CHIP
Managed Care Entities, Issuers of Qualified Health Plans on the Federally-Facilitated
Exchanges, and Health Care Providers” final rule (85 FR 25510) (hereinafter referred to as the
“CMS Interoperability and Patient Access final rule”).

On December 18, 2020, we published a proposed rule (85 FR 82586) (hereinafter
referred to as the “December 2020 CMS Interoperability proposed rule”) in which we proposed
new requirements for state Medicaid FFS programs, state CHIP FFS programs, Medicaid
managed care plans, CHIP managed care entities, and QHP issuers on the FFEs to improve the
electronic exchange of healthcare data and streamline processes related to prior authorization,

while continuing CMS’ drive toward interoperability and reducing burden in the healthcare



market. In addition, on behalf of the Department of Health and Human Services (HHS), the
Office of the National Coordinator for Health Information Technology (ONC) proposed the
adoption of certain specified implementation guides (IGs) needed to support the proposed
Application Programming Interface (API) policies in that proposed rule.

We received approximately 251 individual comments on the December 2020 CMS
Interoperability proposed rule by the close of the comment period on January 4, 2021. While
commenters largely supported the intent of the proposals and the proposals themselves, many
noted and emphasized that MA organizations were not included among the impacted payers. The
National Association of Medicaid Directors and state Medicaid programs expressed concerns
about the implementation timeframes, states’ constraints to secure the funding necessary to
implement the requirements of the rule in a timely manner, and states’ ability to recruit staff with
necessary technical expertise. Commenters also raised concerns that the relatively short comment
period inhibited more thorough analyses of the proposals and, for membership organizations, the
ability to receive input from and gain consensus among their members. The December 2020
CMS Interoperability proposed rule will not be finalized; we considered whether to issue a final
rule based on that proposed rule, but considering the concerns raised by the commenters, we
have opted not to do so. Instead, we are withdrawing the December 2020 CMS Interoperability
proposed rule and issuing this new proposed rule that incorporates the feedback we received
from stakeholders on that proposed rule. This approach will allow us to incorporate the feedback
we have already received and provide additional time for public comment.

Some of the changes we have incorporated in this proposed rule were influenced by the
comments we received on the December 2020 CMS Interoperability proposed rule. For example,
unlike in that proposed rule, we now propose to require impacted payers to use those health
information technology (IT) standards at 45 CFR 170.215 that are applicable to each set of API
requirements proposed in this rule, including the HL7 Fast Healthcare Interoperability Resources

(FHIR) standard, the HL7 FHIR US Core Implementation Guide, and the HL7 SMART



Application Launch Framework Implementation Guide. Also, in this proposed rule, we include
MA organizations as impacted payers and propose that the policies included herein would have a
longer implementation timeline.

Most of the implementation dates for the proposals included in this proposed rule would
begin in 2026, including those for the API proposals, prior authorization decision timeframes for
certain impacted payers, and certain reporting proposals. We believe a three-year timeline to
recruit and train staff, update or build the APIs, and update operational procedures would be
sufficient for these proposals, particularly based on the information we have from some payers
and providers regarding similar initiatives already in progress. In addition to the proposed three-
year implementation timeframe, we propose to give state Medicaid and CHIP FFS programs an
opportunity to seek an extension of proposed implementation deadlines, or an exemption from
meeting certain proposed requirements, in certain circumstances. Additionally, we include a
proposal to provide an exceptions process for issuers of QHPs on the FFEs. We believe the
three-year timeframe would offer sufficient time for these impacted payers to evaluate their
qualifications to participate in the API proposals in this proposed rule and to prepare the
necessary documentation to request an extension, exemption, or exception.

We are proposing some clarifications to existing Medicaid beneficiary notice and fair
hearing regulations which apply to Medicaid prior authorization decisions. Because these are
clarifications and improvements to existing regulations, these policies would become effective
upon the effective date of a final rule if these proposals are finalized as proposed. We are also
proposing terminology changes in section II.A.2.e related to the Patient Access API that would
take effect with the effective date of the final rule, should these proposals be finalized as
proposed.

We are proposing a new Electronic Prior Authorization measure for eligible hospitals and

CAHs under the Medicare Promoting Interoperability Program and for MIPS eligible clinicians



under the Promoting Interoperability performance category of MIPS, which is in direct response
to comments we received on the December 2020 CMS Interoperability proposed rule.

We are re-issuing two requests for information (RFIs) that were included in the
December 2020 CMS Interoperability proposed rule. We are also issuing three new RFIs: one to
solicit information related to opportunities for improving the electronic exchange of medical
documentation between providers to support prior authorization programs for Medicare FFS, a
second to gather public feedback regarding data standardization and use of prior authorization to
improve maternal health care, and a third to solicit comment regarding enabling exchange under
the Trusted Exchange Framework and Common Agreement (TEFCA).

With this new proposed rule, we are taking an active approach to move certain
participants in the healthcare market toward interoperability by proposing policies for the MA
program, Medicaid, CHIP, and QHP issuers on the FFEs, as well as eligible hospitals and CAHs
under the Medicare Promoting Interoperability Program and for MIPS eligible clinicians under
the Promoting Interoperability performance category of MIPS.

Our proposals emphasize improving health information exchange and facilitating
appropriate and necessary patient, provider, and payer access to information in health records.
We also include several proposals intended to reduce payer, provider, and patient burden by
improving prior authorization processes and helping patients remain at the center of their own
care. Prior authorization refers to the process through which a healthcare provider, such as an
individual clinician, acute care hospital, ambulatory surgical center, or clinic, obtains approval
from a payer before providing care. Prior authorization requirements are established by payers to
help control costs and ensure payment accuracy by verifying that an item or service is medically
necessary, meets coverage criteria, and is consistent with standards of care before the item or
service is provided.

For purposes of this proposed rule, references to QHP issuers on the FFEs exclude issuers

offering only stand-alone dental plans (SADPs). Likewise, we are also excluding QHP issuers



offering only QHPs in the Federally-facilitated Small Business Health Options Program
Exchanges (FF-SHOPs) from the proposed provisions of this rule. We believe that the proposed
standards would be overly burdensome for both SADP and SHOP issuers. Requiring issuers
offering only SADPs and QHPs in the FF-SHOPs, which have relatively lower enrollment and
premium intake compared to individual market QHPs, to comply with the proposals in this rule
could result in those issuers no longer participating in the FFEs, which would not be in the best
interest of the enrollees. The categorical exclusion of these issuers is consistent with CMS’
approach to some other QHP requirements. We also propose offering an exceptions process for
QHP issuers on the FFEs for the API requirements proposed in this rule, that would be
conditioned upon approval of a narrative justification that meets CMS requirements. The
proposed exceptions processes could apply to small issuers, financially vulnerable issuers, or
new entrants to the FFEs that demonstrate that deploying standards-based API technology
consistent with the proposed policies would pose a significant barrier to the issuers’ ability to
provide coverage or service to patients and that not certifying the issuers QHP or QHPs would
result in patients having few or no plan options in certain areas. This approach is consistent with
the exceptions process finalized for the Patient Access API in the CMS Interoperability and
Patient Access final rule. Were we to apply the proposed standards to such issuers, we believe it
could result in those issuers no longer participating in the FFEs, which would not be in the best
interest of enrollees. We note that, in this proposed rule, FFEs include FFEs in states that
perform plan management functions. State-based Exchanges on the Federal Platform (SBE-FPs)
are not FFEs, even though patients in those states enroll in coverage through HealthCare.gov.
Hence, QHP issuers in SBE-FPs would not be subject to the requirements in this proposed rule.
We encourage SBE-FPs and State-based Exchanges operating their own platforms (SBEs) to
consider adopting similar requirements for QHPs on their Exchanges.

29 ¢¢

Throughout this proposed rule, we use terms such as “patient,” “consumer,”

29 ¢¢

“beneficiary,” “enrollee,” and “individual.” Every reader of this proposed rule is a patient and



has received, or will receive, medical care at some point in their life. In this proposed rule, we
use the term “patient” as an inclusive term. We understand that, historically, we have referred in
our regulations to patients using the other terms previously noted. However, for the proposals
herein, we will use additional, specific terms applicable to individuals covered under the
healthcare programs that we administer and regulate. We also note that when we discuss patients,
the term includes, where applicable, a patient’s personal representative. For example, a patient or
their personal representative may consent to certain types of information exchange under our
proposals. But when we refer to a patient’s medical needs or health records, we are not including
the medical needs or health records of the patient’s personal representative. Per the Privacy,
Security, and Breach Notification Rules (HIPAA Rules)! issued under the Health Insurance
Portability and Accountability Act of 1996 (HIPAA) (Pub. L. 104-191, enacted on August 21,
1996), as modified, at 45 CFR 164.502(g), and related guidance thereof, a personal
representative, generally and for purposes of access to protected health information (PHI),
defined at 45 CFR 160.103, is someone authorized under state or other applicable law to act on
behalf of an individual in making healthcare-related decisions (such as a parent, guardian, or
person with a medical power of attorney).? As permitted by the HIPAA Rules, a patient’s
personal representative could act on a patient’s behalf using the processes within this proposed
rule.

29 ¢c

We also use terms such as “payer,” “plan,” and “issuer” in this proposed rule. Certain
portions of this proposed rule are applicable to MA organizations, state Medicaid FFS programs,
state CHIP FFS programs, Medicaid managed care plans (managed care organizations (MCOs),

prepaid inpatient health plans (PIHPs), and prepaid ambulatory health plans (PAHPs)), CHIP

managed care entities (MCOs, PIHPs, and PAHPs), and QHP issuers on the FFEs. Where certain

ISee 45 CFR parts 160 and 164.

2See HHS Office of Civil Rights (OCR) guidance regarding personal representatives at
https://www.hhs.gov/hipaa/for-professionals/faq/2069/under-hipaa-when-can-a-family-member/index.html and
https://www.hhs.gov/hipaa/for-professionals/faq/personal-representatives-and-minors/index.html.



proposed provisions may not be applicable to specific plan or provider types, we have identified
them separately from the aforementioned categories. We use the term “payer” in the preamble of
this proposed rule as an inclusive term for all these programs and, in the case of plans, plan
types, but we also use specific terms as applicable in various sections of this proposed rule. We
are proposing at 42 CFR 457.700(c) that states that have a Medicaid expansion CHIP (a program
under which a state receives Federal funding to expand Medicaid eligibility to optional targeted
low-income children that meets the requirements of section 2103 of the Social Security Act), the
proposals in this rule for Medicaid would apply to those programs rather than our proposals for a
separate CHIP. Functionally, our proposals are the same; however, for clarity, we are making
explicit that the Medicaid requirements at §§ 431.60, 431.61, and 431.80 would apply to those
programs rather than the separate CHIP requirements at §§ 457.730, 457.731, and 457.732.

We use the term “items and services” when discussing prior authorization in this
proposed rule, and note that, unless otherwise stated, the proposals for prior authorization APIs
and processes do not apply to drugs of any type, meaning any drugs that could be covered by the
impacted payers in this proposed rule (for example, this would include outpatient drugs, drugs
that may be prescribed, those that may be administered by a physician, or that may be
administered in a pharmacy or hospital), because the processes and standards for prior
authorization applicable to drugs differ from the other “items and services” for which we propose
regulation. In the CMS Interoperability and Patient Access final rule, we finalized policies that
would require payers to send claims data related to prescription and other drug claims via an
API, and we make several proposals related to claims data in this proposed rule. For example,
Medicare Advantage Prescription Drug (MA-PD) plans that cover Part A, Part B, and Part D
benefits, as well as supplemental benefits, are required to provide access to information about all
those covered benefits through the Patient Access API at 42 CFR 422.119(b). Prescription and
other drug information is part of a patient’s longitudinal record and giving patients, providers,

and payers access to claims data for prescription and other drugs can offer valuable insights into



a patient’s healthcare, provide benefits for care coordination, and help avoid potentially harmful
drug interactions. We acknowledge that there are existing laws and regulations that may apply to
prior authorization for drugs for the impacted payers in this proposed rule. Thus, while the
claims data included in our proposed and previously finalized policies did include prescription
and other drug claims, our proposals related to prior authorization in this proposed rule do not
include standards or policies for any drugs (as previously described), including covered
outpatient drugs under Medicaid, and Medicare Part B or Part D drugs.

Additionally, we use the terms “provider” and “supplier” as inclusive terms composed of
individuals, organizations, and institutions that provide health services, such as clinicians (that is,
physicians and other practitioners), hospitals, skilled nursing facilities, home health agencies,
hospice settings, laboratories, suppliers of durable medical equipment, prosthetics, orthotics, and
supplies (DMEPOS), community-based organizations, as appropriate in the context used. When
specifically discussing policies related to the Medicare Promoting Interoperability Program and
the Promoting Interoperability performance category of MIPS, we refer to MIPS eligible
clinicians, eligible hospitals, and CAHs.

Throughout this proposed rule we make several API-related proposals in which we refer
to the functionality as a singular API, or API gateway, though we acknowledge that this
functionality may be made up of one or multiple APIs. For example, while we refer to the Patient
Access API (discussed in section I1.A. of this proposed rule) as a single API for the purpose of
describing the functionality, the same functionality may be achieved with one or multiple APIs,
depending on the implementation approach chosen by the applicable payer.

An API is a set of commands, functions, protocols, or tools published by one software
developer (“A”) that enables other software developers to create programs (applications or
“apps”) that can interact with A's software without needing to know the internal workings of A's
software, while maintaining data security and patient privacy, if properly implemented. This is

how API technology enables the seamless user experiences associated with applications, which



are familiar in other aspects of patients’ daily lives, such as travel and personal finance.
Standardized, secure, transparent, and pro-competitive API technology can enable similar
benefits for patients of healthcare services.?

Health Level 7 (HL7®) is the standards development organization which develops the
Fast Healthcare for Interoperability Resources (FHIR®) standard and IGs referenced throughout
this proposed rule. HL7 requires the registered trademark with the first use of its name in a
document, for which policies are available on its website at www.HL7.org.*

Finally, we note that throughout this proposed rule we discuss the APIs in relation to the
proposed programmatic requirements to share data between payers, between payers and
providers, and between payers and patients under specific rules. However, these APIs could be
used for a multitude of transactions, aside from those currently described by section 1173(a)(1)
of the Social Security Act, beyond those proposed in this rule. For instance, a patient could
request data outside the scope of this proposed rule, or program integrity entities could request
data from payers or providers (such as under the Inspector General Act of 1978). Nothing in this
proposed rule would prevent the requested data from being shared via the APIs discussed in this
proposed rule, if technologically feasible, for appropriate purposes. In fact, we encourage the use
of these standards-based APIs for purposes beyond the proposed requirements to improve the
interoperability of health data regardless of the use case.

B. Summary of Major Proposals

To drive interoperability, improve care coordination, reduce burden on providers and
payers, and empower patients, we are proposing several requirements for MA organizations,
state Medicaid FFS programs, state CHIP FFS programs, Medicaid managed care plans, CHIP

managed care entities, and QHP issuers on the FFEs, as well as MIPS eligible clinicians

30ONC released an overview of APIs in context of consumers' access to their own medical information across
multiple providers' electronic health record (EHR) systems, which is available at the HealthIT.gov website at
https://www.healthit.gov/api-education-module/story _html5.html.

4CMS does not use the trademark symbol elsewhere in the preamble unless necessary when naming specific IGs.
For HL7 Trademark policy, see http://www.hl7.org/legal/trademarks.cfm?ref=nav.



participating in the MIPS Promoting Interoperability performance category, and eligible
hospitals and CAHs in the Medicare Promoting Interoperability Program. We are also including
RFIs to gather information that may support future rulemaking or other initiatives.

Executive Order (EO) 13985 of January 20, 2021, entitled “Advancing Racial Equity and
Support for Underserved Communities Through the Federal Government,” set Administration
policy that the “Federal Government should pursue a comprehensive approach to advancing
equity for all.”> CMS is committed to pursuing a comprehensive approach to advancing health
equity for all, and we believe the proposals in this rule are aligned with this EO because they
represent efforts to mitigate existing inefficiencies in policies, processes, and technology which
affect many patient populations. Some patient populations are more negatively affected by
existing processes than others and thus might realize greater benefits through the improvements
we propose. One of the main components of this proposed rule is continued support for the
individual’s ability to select an app of their choice when accessing their health information. We
want to ensure that members of all communities can access their health information and benefit
from this technology. However, we are interested in the best ways to ensure that apps are
available and accessible for individuals with disabilities, individuals with limited English
proficiency, individuals with low literacy or low health literacy, and individuals with geographic,
economic, or other social risk factors that may create barriers to accessing or using technology
and apps. We are soliciting comments from the public, particularly individuals who have
knowledge about how underserved populations use healthcare apps and technology, such as
researchers, policy advocates, social service agency staff, providers who serve underserved
populations, and others who may be able to provide insight about accessibility, readability, and
other relevant factors for consideration. Our goal is to ensure that these proposed policies do not

exacerbate current disparities or create unintended inequities that leave some communities or

SEO 13985, sec. 1, 86 FR 7009 (January 20, 2021).



populations unable to benefit from this information sharing. Further, we seek to ensure that
patient privacy considerations are built into the implementation of these proposed policies
through the use of secure technologies, such as OAuth 2.0 and OpenID Connect for
authentication, and as further discussed in the CMS Interoperability and Patient Access final rule
(85 FR 25516). While we have proposed policies that we believe would address some healthcare
inequities, we are soliciting comment about how to help ensure that individuals from all
communities and populations can actively benefit from our healthcare interoperability proposals.

In the CMS Interoperability and Patient Access final rule, we required impacted payers
(MA organizations, state Medicaid FFS programs, state CHIP FFS programs, Medicaid managed
care plans, CHIP managed care entities, and QHP issuers on the FFEs) to implement and
maintain a standards-based Patient Access API. The Patient Access API must allow patients,
through the health applications of their choice, to easily access their claims and encounter
information as well as clinical data, including laboratory results, and provider remittances and
enrollee cost-sharing pertaining to such claims, if maintained by the impacted payer, (85 FR
25558). In this proposed rule, we are proposing to require that impacted payers (MA
organizations, state Medicaid FFS programs, state CHIP FFS programs, Medicaid managed care
plans, CHIP managed care entities, and QHP issuers on the FFEs) include information about
prior authorizations in the data that are available through the Patient Access API. In addition, we
are proposing to require these impacted payers to annually report to CMS certain metrics about
patient data requests via the Patient Access API.

To improve coordination across the care continuum and movement toward value-based
care, we are proposing to require that impacted payers implement and maintain a Provider
Access API that, consistent with the technical standards finalized in the CMS Interoperability
and Patient Access final rule (85 FR 25558), utilizes HL7 FHIR version 4.0.1. That API can be
used to exchange current patient data from payers to providers, including all data classes and

data elements included in a standard adopted at 45 CFR 170.213 (currently USCDI version 1),



adjudicated claims and encounter data (not including provider remittances and enrollee cost-
sharing information), and the patient’s prior authorization decisions.

In the CMS Interoperability and Patient Access final rule, CMS required certain payers
(MA organizations, Medicaid managed care plans, CHIP managed care entities, and QHP issuers
on the FFEs) to exchange a patient’s health data with other payers at the patient’s request,
beginning on January 1, 2022, or plan years beginning on or after January 1, 2022, as applicable
(85 FR 25568). We also required those payers to incorporate the data they receive through this
payer to payer data exchange into patient records, with the goal of creating longitudinal records
that would follow patients as they move from payer to payer throughout their healthcare journey.
However, we did not require a standards-based API for the payer to payer data exchange.

Since the rule was finalized in May 2020, multiple impacted payers reported to CMS that
the lack of technical specifications for the payer to payer data exchange requirement in the CMS
Interoperability and Patient Access final rule was creating challenges for implementation, which,
they stated, could lead to incompatible implementations across the industry, poor data quality,
operational challenges, and increased administrative burdens. They were concerned that different
implementation approaches could create gaps in patient health information, which would directly
conflict with the intended goal of interoperable payer to payer data exchange.

After considering stakeholder concerns about implementing the payer to payer data
exchange requirement finalized in the CMS Interoperability and Patient Access final rule, we
announced in a December 10, 2021 Federal Register notification (86 FR 70412) that we would
not enforce the payer to payer data exchange requirements until further rules are finalized.® In
this proposed rule, we are proposing to rescind our previous payer to payer data exchange
requirements and replace them with a new policy. The CMS Interoperability and Patient Access

final rule also did not apply the payer to payer data exchange requirements to Medicaid and

Centers for Medicare & Medicaid Services (2021, December 10). CMS-9115-N2. Notification of Enforcement
Discretion. https://www.govinfo.gov/content/pkg/FR-2021-12-10/pdf/2021-26764.pdf.



CHIP FFS programs. We are now proposing to apply our newly proposed Payer-to-Payer API
requirements to Medicaid and CHIP FFS programs, in addition to other impacted payers as
discussed further in section I1.C.4.a. The new proposed policy would require impacted payers to
build a Payer-to-Payer API to facilitate the exchange of patient information between payers, both
at a patient’s request and at the start of coverage with a new payer. Specifically, that data
exchange would include all data classes and data elements included in a standard adopted at 45
CFR 170.213 (currently USCDI version 1), adjudicated claims and encounter data (not including
provider remittances and enrollee cost-sharing information), and the patient’s prior authorization
decisions.

To improve the patient experience and access to care, we are also proposing several new
requirements for prior authorization processes that we believe would ultimately reduce burden on
patients, providers, and payers. To streamline the prior authorization process, we are proposing
to require all impacted payers to implement and maintain a FHIR Prior Authorization
Requirements, Documentation, and Decision API (PARDD API). The API would streamline the
prior authorization process by automating the process to determine whether a prior authorization
is required for an item or service, thereby eliminating one of the major pain points of the existing
prior authorization process. The API would then be able to query the payer’s prior authorization
documentation requirements and make those requirements available within the provider’s
workflow as well as support the automated compilation of certain information from the
provider’s system. Finally, the API would support an automated approach to compiling the
necessary data elements to populate the HIPA A-compliant prior authorization transactions and
enable payers to compile specific responses regarding the status of the prior authorization,
including information about the reason for a denial. For the exchange of the prior authorization
transaction, covered entities would continue to use the HIPAA-mandated transaction standards.

Use of the FHIR API integrates identification of prior authorization and documentation



requirements as well as information about prior authorization requests and decisions into a
provider’s workflow while maintaining compliance with the adopted HIPAA standard.

We are proposing to require that impacted payers send information to providers regarding
the specific reason for denial when a prior authorization request is denied, regardless of the
mechanism used to submit the prior authorization request. We are proposing to require impacted
payers, except for QHP issuers on the FFEs, to respond to prior authorization requests within
certain timeframes. In addition, we are proposing to require impacted payers to publicly report
certain metrics about their prior authorization processes for transparency.

We are proposing a new measure for electronic prior authorization for MIPS eligible
clinicians under the Promoting Interoperability performance category of MIPS and for eligible
hospitals and CAHs under the Medicare Promoting Interoperability Program. To promote
PARDD API adoption, implementation, and use among MIPS eligible clinicians, eligible
hospitals, and CAHs, we are proposing to add a new measure titled “Electronic Prior
Authorization” under the Health Information Exchange (HIE) objective in the MIPS Promoting
Interoperability performance category and the Medicare Promoting Interoperability Program,
beginning with the performance period/EHR reporting period in calendar year (CY) 2026. For
this measure, we are proposing that a MIPS eligible clinician, eligible hospital, or CAH must
report a numerator and denominator or (if applicable) an exclusion.

Although these proposals do not directly pertain to Medicare FFS, we want to ensure that
people with Medicare can benefit from the policies we are proposing, regardless of their
coverage or delivery system. We intend for the Medicare FFS program to be a market leader on
data exchange, including through the Provider Access, Payer-to-Payer, and Prior Authorization
APIs. and therefore, seek comment throughout on how these proposals could apply to Medicare
FFS. Similarly, we encourage other payers not directly impacted by this proposed rule to
evaluate our proposals for voluntary adoption to reduce burden and support greater

interoperability. Further information about CMS initiatives to achieve the desired level of data



exchange with patients, providers and other payers can be found in those sections in this
proposed rule.

We are also including five RFIs to gather information that may support future rulemaking
or other initiatives. Specifically, we request information on barriers to adopting standards, and
opportunities to accelerate the adoption of standards, for social risk data. We recognize that
social risk factors (for example, housing instability and food insecurity) influence patient health
and healthcare utilization. In addition, we understand that providers in value-based payment
arrangements rely on comprehensive, high-quality social risk data. Given the importance of these
data, we want to understand how we can better standardize and promote the exchange of these
data in accordance with the law.

Additionally, we are seeking comment on how CMS could leverage APIs (or other
technology) to facilitate electronic data exchange between and with behavioral healthcare
providers, which generally have lower rates of EHR adoption than other provider types.

Furthermore, in the Medicare FFS program, the ordering provider can be different than
the rendering provider of items or services, which creates unique obstacles to the coordination of
patient care and exchange of medical information needed to ensure an accurate and timely
payment. We are interested in public comments regarding how Medicare FFS could support
improved medical documentation exchange between and among providers, suppliers, and
patients as we believe it could enable better care for beneficiaries if covered services are not
delayed by inefficiencies.

We also seek comment on how using data standards and electronic health records can
improve maternal health outcomes. Additionally, we include questions related to how prior
authorization can be improved and what special considerations should be given to support data
sharing in maternal health care.

Finally, we seek comment on how to encourage providers and payers to enable exchange

under TEFCA to make patient information more readily available for access and exchange in a



variety of circumstances. We wish to understand how CMS can support enabling exchange under
TEFCA and what concerns commenters have about potential requirements related to enabling
exchange under TEFCA.

II. Provisions of the Proposed Rule

A. Patient Access API

1. Background

In the CMS Interoperability and Patient Access final rule (85 FR 25558), in order to give
patients access to their own health information in a way most meaningful and useful to them, we
required impacted payers to share, via FHIR APIs, certain information including patient claims,
encounter data, and a subset of clinical data that patients can access via health apps. Claims and
encounter data, used in conjunction with clinical data, can offer a broad picture of an individual’s
healthcare experience. In the CMS Interoperability and Patient Access final rule (85 FR 25523),
we gave examples of how claims data can be used to benefit patients and providers. For example,
inconsistent benefit utilization patterns in an individual’s claims data, such as a failure to fill a
prescription or receive recommended therapies, can indicate to a provider or payer that the
individual has had difficulty financing a treatment regimen and may require less expensive
prescription drugs or therapies, additional explanation about the severity of their condition, or
other types of assistance.

Patients tend to receive care from multiple providers, leading to fragmented patient health
records where various pieces of an individual’s longitudinal record are locked in disparate, siloed
data systems. With patient data scattered across these disconnected systems, it can be
challenging for providers to get a clear picture of the patient’s care history, and patients may
forget or be unable to provide critical information to their provider. This lack of comprehensive
patient data can impede care coordination efforts and access to appropriate care.

As stated in section [.A. of this proposed rule, we are withdrawing the December 2020

CMS Interoperability proposed rule and issuing this new proposed rule that incorporates



feedback we received from stakeholders. We understand that many readers may be familiar with
that proposed rule, and, in an effort to distinguish the differences between that proposed rule and
our proposals herein, we refer readers to section [.A. of this proposed rule outlining the
overarching differences between them. In this proposed rule, we are again proposing to require
impacted payers to report Patient Access API metrics to CMS. However, we have changed the
proposal to require reporting annually, as opposed to quarterly. In addition, we are no longer
proposing that impacted payers maintain a process for requesting an attestation from health app
developers when the developers register their app with the payer’s Patient Access API. Instead,
we are seeking comment on a variety of privacy considerations. Finally, we propose to extend
the compliance date for our proposed policies to January 1, 2026.

As mentioned in section I.A. of this proposed rule, the proposals in this rule do not
directly pertain to Medicare FFS. However, if our proposals are finalized, we plan to implement
these provisions for Medicare FFS so that people with Medicare FFS could also benefit from
their data availability. Through Blue Button 2.0,” CMS makes Parts A, B, and D claims data
available electronically via an API to people with Medicare FFS and those enrolled in Part D. To
align with the API provisions included in the CMS Interoperability and Patient Access final rule,
we have updated the Blue Button 2.0 API to FHIR Release 4, and begun using the CARIN
Consumer Directed Payer Data Exchange IG for Blue Button 2.0. If we finalize our proposals,
we plan to further align and enhance Blue Button 2.0 accordingly, as feasible. We seek comment
on any considerations for applying these requirements to apply to Medicare FFS, if we finalize
these proposals.

2. Enhancing the Patient Access API

"Blue Button 2.0 allows Medicare beneficiaries to download claims data to their computer or device to print it or
share it with others. They can also easily link health apps to their account to share their data with providers,
pharmacies, caregivers, or others. See Centers for Medicare & Medicaid Services. Share your Medicare claims
(Medicare’s Blue Button). Retrieved from https://www.medicare.gov/manage-your-health/share-your-medicare-
claims-medicares-blue-button.



In the CMS Interoperability and Patient Access final rule (85 FR 25558-25559), we
adopted regulations that require certain payers, specifically MA organizations, state Medicaid
and CHIP FFS programs, Medicaid managed care plans, CHIP managed care entities, and QHP
issuers on the FFEs, to implement and maintain APIs that permit enrollees to use health apps to
access data specified at 42 CFR 422.119, 431.60, 457.730, 438.242(b)(5), and 457.1233(d) and
45 CFR 156.221, respectively. The Patient Access API must make available, at a minimum,
adjudicated claims (including provider remittances and enrollee cost-sharing), encounters with
capitated providers, and clinical data, including laboratory results, with a date of service on or
after January 1, 2016, as maintained by the payer. We finalized a policy that payers must make
those data available via the Patient Access API no later than 1 business day after a claim is
adjudicated or encounter or clinical data are received.

a. Prior Authorization Information

To enhance our policy by improving the usefulness of the information available to
patients, we are proposing to add information about prior authorizations to the categories of data
required to be made available to patients through the Patient Access API. In this section, we refer
to the provider’s workflow and associated information and documentation as the “prior
authorization request” and the payer’s processes and associated information and documentation
as the “prior authorization decision.” This proposal would apply to all prior authorization
requests and decisions for items and services (excluding drugs) for which the payer has data,
whether the decision is still pending, active, denied, expired, or is in another status, as discussed
further in this section. The primary goal of the Patient Access API is to give patients access to
their health information. By expanding patient access to prior authorization information, we
intend to help patients be more informed decision makers and true partners in their healthcare.

As discussed in section [.A. of this proposed rule, our proposals for prior authorization
APIs and processes do not apply to drugs of any type that could be covered by an impacted

payer, including, for example, outpatient drugs, drugs that may be prescribed, drugs that may be



administered by a provider, or drugs that may be administered in a pharmacy or hospital. In
section IL.D. of this proposed rule, we propose several provisions focused on making the prior
authorization process less burdensome for providers and payers, which we anticipate would
reduce care delays and improve patient outcomes. We believe that giving patients access to
information about prior authorization requests and decisions would enable patients to take a
more active role in their own healthcare. As a result, we are proposing to require impacted payers
to provide patients with access to information about the prior authorization requests made for
their care through the Patient Access API.

We propose to require that via the Patient Access API, impacted payers make information
about prior authorization requests and decisions (and related administrative and clinical
documentation) for items and services (excluding drugs) available to patients no later than
1 business day after the payer receives the prior authorization request or there is another type of
status change for the prior authorization. Examples of status changes include: a payer approves
or denies a pending prior authorization request, a provider or patient updates a denied prior
authorization request with additional information for reconsideration, or the count of the items or
services used under the prior authorization decision is updated. We expect that impacted payers
use a variety of terminology, but, generally, any meaningful change to the payer’s record of the
prior authorization request or decision would require an update to the information available to
the patient. For the requirement to include prior authorization information in the data available
via the Patient Access API, we propose a January 1, 2026 compliance date (for Medicaid
managed care plans and CHIP managed care entities, by the rating period beginning on or after
January 1, 2026, and for QHP issuers on the FFEs, for plan years beginning on or after January
1,2026).

The required information available through the API would include the prior authorization
status, the date the prior authorization was approved or denied, the date or circumstance under

which the authorization ends, the items and services approved, and the quantity used to date



under the authorization. The documentation required to be shared includes any materials that the
provider sends to the payer to support a decision, for example, structured or unstructured clinical
data including laboratory results, scores or assessments, past medications or procedures, progress
notes, or diagnostic reports. In section I1.D.4.a. of this proposed rule, we propose that in the case
of a prior authorization denial, the payer must provide a specific reason for the denial. We
propose that impacted payers would have to make that specific reason for denying a prior
authorization request available to the patient via the Patient Access API as well. This information
can help patients understand both why a payer denied a prior authorization request and/or what
items and services were authorized for the patient’s recent care.

As further discussed in sections II.B. and II.C. of this proposed rule, we are proposing to
require impacted payers to share the same information about prior authorization requests and
decisions with a patient’s provider via the Provider Access API and via the Payer-to-Payer API.
In this way, these prior authorization data can potentially be available to all relevant parties. We
note that the requirement to share information about prior authorization via the API is in addition
to any notice requirement that applies to prior authorization requests and decisions, such as the
proposals to require notice of a decision within certain timeframes discussed in section I1.D.5.b.
of this proposed rule.

We believe that 1 business day is appropriate, as patients need timely access to the
information to understand prior authorization processes and their available care options. As
discussed further in section II.D. of this proposed rule, we are proposing to require payers to
make much of the same information about prior authorization requests and decisions available
via the PARDD API during the decision-making process. In addition, because impacted payers
would be required to exchange prior authorization information electronically, we believe it
would be reasonable for them to share prior authorization information and documentation with

patients within 1 business day of any update to the prior authorization request or decision.



We are also proposing to require that information about prior authorizations (and related
administrative and clinical documentation) be available via the Patient Access API for as long as
the authorization is active and at least 1 year after the last status change. We note that we are
formulating our proposal for at least 1 year after any status change, but this provision would be
particularly relevant to denied and expired prior authorizations, to ensure that they would be
available for at least a year after expiring or being denied. We do not propose to require that
payers share a patient’s full prior authorization history because that could comprise a significant
amount of information that may no longer be clinically relevant. Claims, encounter, and/or
clinical data can provide important information about a patient’s health history. With those data
available through the Patient Access API, we believe that process-related information about
long-expired or denied prior authorizations would be redundant. Also, as prior authorization
rules may change over time, we believe that this information has a limited lifespan of usefulness
to a patient’s current care. At the same time, the API should include information about all active
authorizations for as long as they are active and therefore may be related to ongoing care.

We anticipate that requiring payers to make prior authorization information accessible
through the Patient Access API would help patients better understand the lifecycle of a prior
authorization request, the items and services that require prior authorization, the information
being considered, and specific clinical criteria their payer uses to make a determination. We
believe that more transparency would better equip patients to engage with their payer(s) and/or
provider(s). For example, by having access to certain prior authorization information via the
Patient Access API, a patient could see that prior authorization is needed and has been submitted
for a particular item or service, which could help them better understand the timeline for the
process and plan accordingly. Supporting documentation could give patients better visibility into
what the payer is evaluating so they could help providers get the best and most accurate
information to payers to facilitate a successful request, thus potentially avoiding unnecessary

care delays and reducing burden on providers and payers. The proposed requirement could also



reduce the need for patients to make repeated calls to their providers and payers to understand
the status of requests, or to inquire why there are delays in care.

We believe that this proposal would enable patients to participate in their care more and
reduce burden on both providers and payers to allow them to more efficiently navigate the prior
authorization process. The proposal may also add an additional layer of accountability for payers
to make timely prior authorization decisions, as patients would be able to follow the prior
authorization process from initiation to conclusion. As with all information made available via
the Patient Access API, we believe industry is in the best position to develop apps for patients to
effectively use this information, and to make sure that the apps are accessible to people with
disabilities. We look to industry innovators to produce apps that will help patients understand
their health information and access it in a manner that is useful to them.

In summary, we propose that, beginning January 1, 2026 (for Medicaid managed care
plans and CHIP managed care entities, by the rating period beginning on or after
January 1, 2026, and for QHP issuers on the FFEs, for plan years beginning on or after
January 1, 2026), impacted payers would be required to make information available to patients
via the Patient Access API about prior authorization requests and decisions (and related
administrative and clinical documentations), including, as applicable, the status of the prior
authorization; the date the prior authorization was approved or denied; the date or circumstance
under which the authorization ends; the items and services approved; the quantity used to date;
and, if the prior authorization was denied, a specific reason why the request was denied, no later
than 1 business day after the payer receives a prior authorization request for items and services
(excluding drugs) or there is another type of status change for the prior authorization. We are
also proposing that, beginning January 1, 2026 (for Medicaid managed care plans and CHIP
managed care entities, by the rating period beginning on or after January 1, 2026, and for QHP
issuers on the FFEs, for plan years beginning on or after January 1, 2026), impacted payers must

make prior authorization information (and related administrative and clinical documentation),



available to patients via the Patient Access API for the duration it is active and at least 1 year
after the last status change. These proposals would apply to MA organizations, state Medicaid
FFS and CHIP FFS programs, Medicaid managed care plans, CHIP managed care entities, and
QHP issuers on the FFEs at the CFR sections identified in Table 1.

The requirements for a Patient Access API imposed on Medicaid managed care plans and
CHIP managed care entities are set forth at 42 CFR 438.242(b)(5) and 457.1233(d), respectively.
Through an amendment to paragraph (b)(5) and by adding a new paragraph (b)(8) at 42 CFR
438.242, we are proposing to require Medicaid managed care plans (and through § 457.1233(d),
CHIP managed care entities) to include information about prior authorization requests and
decisions and related administrative and clinical documentation in the data available via to the
Patient Access API by the rating period beginning on or after January 1, 2026. We request
comment on this proposal.

We request comment on how we could or should apply these requirements to Medicare
FFS and its existing prior authorization requirements and standards.

As stated earlier in this preamble, the proposals in this proposed rule do not apply to any
drugs. However, we also request comments on whether we should consider policies to require
impacted payers to include information about prior authorizations for drugs, when the payer
covers drugs, via the Patient Access API, the Provider Access API, and the Payer-to-Payer API.
We request comments on how future rulemaking to make information about prior authorizations
for drugs available through these APIs might interact with existing prior authorization
requirements and standards.

b. Interaction with HIPAA Right of Access Provisions
Previous proposals have elicited numerous comments regarding the interaction between

the Patient Access API and HIPAA Privacy Rule requirements for individual access.? Per 45

8See CMS Interoperability and Patient Access final rule (85 FR 25516-19) and December 2020 CMS
Interoperability proposed rule (85 FR 82586).



CFR 164.524, an individual patient generally has a right of access to inspect and obtain a copy of
protected health information (PHI) about themselves in a designated record set for as long as the
PHI is maintained in the designated record set by a covered entity. This includes the right to
inspect or obtain a copy, or both, of the PHI. Our Patient Access API proposals would
complement that right by requiring payers to make the PHI that patients already have a right to
access available through a standards-based and interoperable Patient Access API. It is critical
that individuals have access to their information and the ability to share it with others who are
involved in their care, particularly when it could involve care coordination between providers
and prior authorization for certain items and services.

When an individual requests an electronic copy of PHI that a covered entity maintains
electronically (ePHI), per 45 CFR 164.524(c)(2)(i1), the covered entity must provide the
individual with access to the information in the requested electronic form and format, if it is
readily producible in that form and format. When the ePHI is not readily producible in the
electronic form and format requested, then the covered entity must provide access to an agreed
upon alternative readable electronic format.® As health apps become more common, we believe
that it behooves us to require that all impacted payers be able to provide individuals’ ePHI via an
industry standard FHIR API, as demonstrated by both our current requirements and our
proposals in this section. We believe that, in addition to the other benefits described in this
proposed rule, ensuring that patients can receive their ePHI in a standard, interoperable format
that they can use with the latest technologies would reduce instances of an individual requesting
ePHI in an electronic format that is not readily producible.

Individuals have the right under the HIPAA Privacy Rule to request access to PHI in the

form and format requested by the individual, if it is readily producible in the manner requested.'”

°See 45 CFR 164.524(c)(2)(ii) and U.S. Department of Health and Human Services. Individuals® Right under
HIPAA to Access their Health Information 45 CFR 164.524. Retrieved fro